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Overview

• eWON COSY setup

• Firewall options

• User management



Technology Overview

• OpenVPN cloud

• Firewall rules configurable in cloud

• User management in cloud



eWON COSY setup

1. Create and configure Talk2M account

2. Configure eWON

3. Connect to remote device



eWON COSY setup

• Download and install eCatcher

1. Create and configure Talk2M account



eWON COSY setup

• Create a new account by clicking “Create a Free+ 

Account”

• Use the email address TBD

1. Create and configure Talk2M account



eWON COSY setup

• Confirm with “Create”

• Activate the account by clicking the URL sent in the 

confirmation email

1. Create and configure Talk2M account



eWON COSY setup

• Log in eCatcher and add your eWON by clicking the “Add” 

button

• Confirm with “Next >” > “Create”

1. Create and configure Talk2M account



eWON COSY setup

• Copy the Activation Key to your clipboard

• This key will be used during the configuration of the eWON

• Close the eCatcher application

1. Create and configure Talk2M account



eWON COSY setup

• Download and install eBuddy

2. Configure eWON



eWON COSY setup

• Connect an Ethernet cable from

your computer to the eWON’s

LAN port 1

• Launch eBuddy and select “Set IP address”

• Click “Browse…” and choose the eWON COSY 131 in the 

following dialog

2. Configure eWON



eWON COSY setup

• Click “Next >”

• Set the IP address of the eWON COSY

o IP Address: 192.168.10.1

o Subnet: 255.255.255.0

• Confirm with “Next >”

2. Configure eWON



eWON COSY setup

• Open Control Panel “Start” > “Control Panel”

• Open “Network and Sharing Center”

2. Configure eWON



eWON COSY setup

• Select “Change adapter settings”

• Open the Local Area Connection Properties

Doubleclick “Local Area Connection”, then click 

“Properties”

2. Configure eWON



eWON COSY setup

• Click the “Properties” button

• Select “Use the following IP”

• Enter the following values

o IP Address: 192.168.10.2

o Subnet: 255.255.255.0

• Close the dialogs with “Ok”

and close Control Panel

2. Configure eWON



eWON COSY setup

• Launch the web browser and enter the address

“http://192.168.10.1”

• Click the “Settings” button

• The default username & password are both “adm”

2. Configure eWON



eWON COSY setup

• Run the “Quick Launch Wizard”

2. Configure eWON



eWON COSY setup

• Go through the System wizard

2. Configure eWON



eWON COSY setup

• Plug the internet cable into the WAN port

The WAN port can be distinguished

by the red led beneath the 

ethernet port

2. Configure eWON



eWON COSY setup

• Complete the Internet wizard

2. Configure eWON



eWON COSY setup

• Start the Talk2M wizard

• Select “Register with ACTIVATION KEY”

2. Configure eWON



eWON COSY setup

• Fill in the activation key recieved on eCatcher

2. Configure eWON



eWON COSY setup

• Complete the Talk2M wizard

• Finish the wizards with “All done”

• Unplug the Ethernet cable between the eWON and your

computer

2. Configure eWON



eWON COSY setup

• Open the eCatcher application and log in

• The status of your eWON should be “Online”

• Highlight your eWON and click the “Connect” button

3. Connect to remote device



eWON COSY setup

• You can now ping a device behind the eWON COSY

• Open the command prompt on “Start” > ”All programs” 

>”Accessories” > ”Command Prompt”

• Enter the ping command to the remote device

“ping 192.168.10.2”

3. Connect to remote device



Firewall Options

1. Configuring the firewall

2. Testing the firewall function



Firewall Options

• In eCatcher, highlight your eWON and click the 

“Properties” button

• In the “LAN & Firewall” section, click the “Configure LAN 

Devices & Firewall…” button

1. Configuring the firewall



Firewall Options

• Click “Add LAN Device…”

1. Configuring the firewall



Firewall Options

• Add the PLC to the network

o IP: 192.168.10.10

• Confirm with OK and place the firewall in “High” mode

1. Configuring the firewall



Firewall Options

• Disconnect from the eWON and reconnect

• The LAN network is now protected with only the specified

device reachable

2. Testing the firewall function



Firewall Options

• Open the command prompt and ping the protected remote 

device

“ping 192.168.10.2” 

• The packets do not reach the protected device

2. Testing the firewall function



Firewall Options

• Now try to connect to the available device

• Open the browser and enter the address “192.168.10.10”

• The web page of the PLC opens

2. Testing the firewall function



User Management

1. Create new user

2. Test new user



User Management

• In eCatcher, select the “Users” tab

• Click the “Add” button to add a new user

1. Create new user



User Management

• Fill in the information for the new user

1. Create new user



User Management

• Choose the type of user the new user is to be

• Confirm with “Create”

1. Create new user



User Management

• Log out, and log in as the new user

• Go to the eWONs properties

• Note that a user can not change any of the eWONs

properties but can connect to it

2. Test new user


