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… manufacturing to lead, logistics early adopter 

Source: BI Intelligence, 2015
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… and in manufacturing … 

Source: BI Intelligence, 2015
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3IF Activities Focus 
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3IF Main Themes & Audiences

Explore, Evaluate, Transform:

1. Explore the concept of Industrial Internet, Industrie 4.0 and 

Industrial Internet of Things

2. Evaluate the opportunity, relevance and impact at company level

3. Transformation & Innovation Support

Beneficiaries:

1. Manufacturers

2. Suppliers: Industrial Automation Service & Technology Providers, 

System Integrators, Cyber Security Companies….etc.
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Main Objectives

1. Stimulate (economic) developments of industrial internet, 

industrie 4.0 and IIoT in Flanders, and support the viability of  

the Industry

2. Support manufacturers and their suppliers to fully benefit of the

technological opportunities ahead

3. Connect suppliers with users of technology

4. Create a Flanders powerhouse, with export opportunities to

other countries

5. Support other initiatives/ Factory of the Future – Madedifferent
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3IF activities
1. Support development of industrial internet in Flanders

2. Promote expertise and use cases in International Fora

3. Developing a knowledge platform on industrial internet in Flanders

4. Identification of the eco system and organising knowledge exchange 

5. Development of industrial internet transformation models :  roadmaps, evolution

plans for manufacturing in various sectors, aimed at different departments

6. Development of self-assessment tools 

7. Detecting requirements and challenges of partner- and target group companies 

8. Assistancen Advisory and Support services for companies indicating interest in 

transformation

9. Support in intellectual property protection in manufacturing against abuse and

data theft.

10. Analyzing and clarifying sector specfic needs versus collective requirements

11. Support to the development of the Factory of the Future – Madedifferent with the 

3IF industial internet specialization.
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1. Knowledge Platform

1. Maakindustrie 
2. Systeemintegratoren 
3. Technologie leveranciers 
4. ICT Security 
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2. Promoting Expert Network
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3. (Self)-Assessments

1. Surveys
1. Online enquête
2. PDF enquête

2. Online introductie assessment 
1. Industrial Internet Maturity Model (GE)
2. Connected Enterprise Maturity Model 

(Rockwell)

1. Diepte – interviews
1. On Site Interview op afspraak
2. Peer Group interview
3. Use case interview 

Source : GE Automation, 2015

Source : Rockwell, 2013
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4. Transformatie (Workshops) 

1. Inspiratieseminar industrial internet, industry 4.0, industrial IoT en 
aanverwanten, 

2. Inspiratieseminar industrial internet, industry 4.0, industrial IoT en 
aanverwanten, 

3. Inspriratie Workshop 2 : manufacturing – use cases, 
4. Inspriratie Workshop 3 : Data Science, MES, Mobile, Application domain 

specific, 
5. Workshop 4 : Transformation methodology
6. Workshop 5 : Best practices (Subnets of things, Cloud, Connected Asset 

Lifecycle Management, Overall Equipment Effectiveness, Servitization, …)

7. Bi-annual event

© Leaders in Security – LSEC, 2016, Public – Closed User Group Distribution,  p 13



Transformatie Workshops - planning

1. Inspriratie Workshop 2 : Manufacturing technology transformation,
OPC UA vs Industrial Internet 
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Transformatie Workshops

2. Workshop 3 : 
• Scripting the Internet of Things (RPi, BBB, Arduino, ...)

• Bouwen van sensoren en things op basis van betaalbare 
pakketten

• Welke pakketten
• Eerste stappen
• Op weg met Github en andere Open Source tools
• Installeren en leren 

• Proof of concept model uitwerken en business case support

• GPIO programming in Linux
• Reactive programming.
• Node.js and Cloud 9

• Frameworks: NodeRed, Johnny5, MH, ...
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Transformatie Workshops

3. 14.04.2016 : Inspiratie Workshop 4 
• Manufacturing Execution System towards Industrie 4.0 – Industrial Internet 

• Mark Van Pee, Sirris : overzicht
• Ulrich : Industrie 4 interact

/ cloud MES
• BrightEye
• Objective (De Clercq Solutions)
• Robex & Proficy Suite (GE)
• Wonderware (Schneider)
• Simatic
• Scheider Invensys – Microsoft Azur

• Wat zijn de huidige mogelijkheden (en moeilijkheden) van MES Systemen 
• Op welke manier bieden ze een oplossing naar uitdagingen voor Industrie 

4.0, kunnen ze een tussenoplossing bieden, een meerwaarde
• Kunnen organisaties sneller van start gaan met Industrie 4.0 op basis van 

MES? 
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May 25, 2016: 3IF & Agoria International Conference 
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4. Monitoring Major Developments
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4. Monitoring Major Developments
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Industrie/y 4.0 & Security 
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1. Significant developments
1. Industrie 4.0
2. Industrial Internet 
3. IoT 
4. (NIST CPS) Cyber Physical Systems Cybersecurity



NOT THE END

More information, slides and follow-up 

www.lsec.eu
www.3if.be - .eu

Q or C
Ulrich Seldeslachts 

ulrich@lsec.eu 

+32 475 71 3602
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